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ONLINE 

CENSORSHIP:  

A BRIEF HISTORY 



STUDYING 

CENSORSHIP 

• In 2005, the OpenNet Initiative releases first 

research on Saudi Arabia, Tunisia, Bahrain. 

• By 2009, their research shows heavy 

censorship in >10 countries; milder 

censorship elsewhere. 

• 2009 deemed “the worst year ever for 

Internet censorship” – and yet, it gets 

worse… 



Middle Eastern Censorship,  

Pre-‘Arab spring’ 

Pervasive Pervasive 

• Oman 

• Saudi Arabia 

• Sudan 

• Syria 

• Tunisia 

• UAE 

• Yemen 

• Bahrain 

Selective Selective 

• Jordan 

• Libya 

• Morocco 

Free Free 

• Iraq 

• Egypt 

• Algeria 

 Source: OpenNet Initiative 



JUSTIFYING 

CENSORSHIP 



WHY GOVERNMENTS 

CENSOR: 

• Religion/Morality 

• “National Security”/Terrorism 

• Copyright 

• Nationalism 



SAUDI ARABIA, 2005 



HOW GOVERNMENTS 

CENSOR: 

• By URL (e.g., Syria)  

• By DNS tampering (Tunisia) 

• By IP address 

 

• Transparently (UAE, Qatar) 

• Not-so-transparently (Syria) 



QATAR 



TUNISIA 



“NEXT GENERATION” 

CONTROLS 



SURVEILLANCE  



SUPPRESSION  



STATE PROPAGANDA 



OTHER TACTICS 

 

•“Just in time” censorship 

•Network shutdowns 

•Coercion of private companies 

•Bad regulation 

 



2012 



TRANSPARENT 

CENSORSHIP 



TREND:  

CRIMINALIZING BLASPHEMY 



(BAD) REGULATION 



WHAT YOU CAN DO: 

• Support technology and advocacy 

• Build new tools 

• ‘Name and shame’ companies 

• Amplify local efforts 

• Spread the word 
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